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Resumen
Se intenta ofrecer una panorámica actual de la Gestión de Información a partir de las actividades propias de este campo, intentando llevar a cabo una prospec-tiva sobre el futuro del perfil profesional de los gestores de Información Hoy en día existe una relación tangible entre los conceptos de Gestión y Sistemas de Información, así, el gestor de información debe tener una sólida formación en el diseño de sistemas de información y en las TICs. Al mismo tiempo, debe considerarse que algunas organizaciones necesitan integrar sistemas de gestión de información, tanto a nivel departamental, así como la información del exterior de la organización. Informes y estudios resaltan que pese a la existencia de herramientas para el desarrollo de sistemas integrados, muchas organizaciones carecen de un enfoque unificado en la gestión de información. Esta carencia se debe a la limitación de los recursos económicos para invertir en sistemas adecuados y a la inadecuación de estos sistemas a las necesidades reales de la organización, como por ejemplo, la seguridad física y lógica de los datos, gestión de información no estructurada y descentralización de los procesos de gestión de información. Se identifica una tendencia futura hacia la integración de la Gestión de Documentos, la Gestión de Contenidos Web y la Gestión de Registros. Esta integración se realiza por medio de mecanismos de trabajo en grupo y flujo de trabajo, teniendo en cuenta la digitalización de documentos en formato papel a formato digital. Se concluye resaltando la necesidad de supervisar el mercado de sistemas de información para identificar temas de investigación y mejorar los programas de formación académica.
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1. What is Information Management today?

These are important questions for anyone working in this field today because we know that it changes very rapidly. To know how the subject is perceived today helps us to cope with the immediate changes and to identify gaps and weaknesses in our own information management activities. Similarly, guessing how the future is going to turn out can help us to prepare for that future: designing new teaching programmes in academia, and plotting our own career structure in the world at large.

Abstract
It aims to provide a panoramic view of the current Information Management, from the point of view of the activities in this field. It tries to make a forecast about the future of the professional profile of the managers of information. Today there is a tangible relationship between the concepts of Information Management and Information Systems. Thus, the information manager should have a strong background in the design of information systems and Information Technology. At the same time, it should be that organizations need to integrate information management systems, both at the departmental level, as well as information from outside the organization. Different reports and studies highlight that despite the existence of tools for developing embedded systems, many organizations lack a unified approach to information management. This deficiency is due, on one hand the limited financial resources to invest in appropriate systems and the other to the inadequacy of these systems to the real needs of the organization, such as physical and logical security of the data, management of unstructured information and decentralization of information management processes. It identifies a future trend towards the integration of Document Management, Web Content Management and Records Management. This integration is done through groupware and workflow mechanisms and taking into account the digitization of paper documents to digital format. It concludes by emphasizing the need to monitoring marketplace of information systems to identify areas of research and improve academic programs.
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No one, of course, can know the future; it is the big unknown, a different country from the present where we can only guess at how things may be done, what may be considered important and what tools might help in what we do.

To try to get a grip on the present, I’ve been storing Google Alerts on the topic of information management for the past four years (a total of 1,614 messages when I started preparing this paper). From the messages for the past year, I selected every tenth and transferred the news items to a file containing 122 items. One of these was a duplicate and several were out of scope, leaving a total of 116 to examine to categori-
se their content. The Alerts service scans press releases, newspapers, blogs and online magazines, so what we get is not an academic perception of the field of information management but a record of how the term is being used in business, industry and the world of work. The slide shows a sample of entries, from which you will see that very little information is provided to enable categorisation, so, often, the original document had to be retrieved.

Three general categories dominate the list: company news, conference news and news about people in the industry. These were further categorised by their content; for example, a press release headed “Distinguished Industry Expert Joins the HealthPort Organization” was categorised under “Health information management” since the HealthPort organization works in that area.

The first thing to comment on is that, in this kind of document, ‘information management’ has become almost indistinguishable from ‘information systems’ and there is also a degree of confusion with ‘information technology management’. There are two implications of this:

First, people working in information management are going to need a very good background in information systems development and implementation, since that is what is needed today when establishing information management systems and services. The days when ‘information’ was still a hybrid concept, involving paper resources as well as digital, are almost completely gone, in business, industry, health care and local and national government.

Secondly, at a certain organizational level, we will be expected to manage the technology as well as the information resources. Chief Information Officers, typically, are responsible for the technology, for systems development and for information management. Their titles may vary – IT Director, Director of Knowledge Resources, Chief Information Officer – almost any combination of these terms; but the responsibilities will be diverse. Of course, in large organizations they don’t do it all alone! They will have specialist staff responsible for the different sectors and the information management sector will be one of these.

That second point springs from the first: given the production of digital information, it follows that the means of managing the information will involve digital technology – computers, scanners, printers, mobile phones, iPads, laptops, etc., etc. And, of course, the telecommunication systems that enable the networks. The range of systems and software available for information is extensive and growing, as new needs are found, new systems are developed and new modules are added to existing systems.

The third conclusion that I draw from the material is that the systems being developed and sold are increasingly presented as integrated information systems, sometimes referred to as enterprise information management systems. Organizations are discovering that they need to bring together not only information from different divisions and departments, but also integrate information from outside of the organization. Progress in this direction appears to be slow, however, as an investigation discovered earlier this year.

2. The problem of Information Management.

A study for Hewlett Packard, of 641 companies (Information management... 2011), found that the problems of information management were recognized, but there was very little agreement on how to solve them. What is causing the problems is the massive increase in the amount of information content that organizations have to handle and it is difficult to find the money to create systems to deal with this content because of the pressure on budgets. In hard times, nothing is easy!

In spite of the growth on integrated systems, the study found that there is rarely a unified approach to information management in companies: in 20% of cases it is a matter for individual departments to deal with and almost 40% have different departments for different kinds of information content – marketing dealing with marketing information, human resources dealing with personnel information and so on. Only about 40% have a single department – usually IT – to deal with information management.

In other words, the system sellers have discovered the problem but the money required for implement systems to solve the problem is limited.

When we look in more detail at the content of the Google Alerts, information management for health care emerges as the biggest single area for systems and product development. The biggest area here is in the medical records field, presented under a variety of names such as patient record system, health information system, healthcare records system, electronic health records and so on. Here, again, integration is the selling point. Thus, a company
like Software Unlimited Inc. (http://www.suimd.com/) sells a product called EHR Options which not only maintains patient records, but enables feeds from diagnostic equipment, messaging, letter generation, and a variety of other functions. In this area, the local context is critical, involving legal and regulatory issues that the physicians have to meet. Thus, the state of Maryland certifies patient record systems under its CRISP programme (Chesapeake Regional Information System for our Patients) (2009) and if you want to sell your product to hospitals and general practices in the state you need CRISP certification.

More specialised applications within the health care area include systems for the operating theatre (such as that offered by Surgical Information Systems (http://www.sisfirst.com/products/index.cfm), or systems for monitoring newborn children, while others focus on nursing information systems and systems for general hospital management. The essential thing about most of these systems is that they are devised, principally, to handle numeric data, or, at best, structured information. The problem that many organizations face, however, is that of needing to handle increasing amounts of unstructured, or only slightly structured, text.

Other areas where information management is well-developed includes:

- supply chain management – involving joint systems, or at least, access to systems, with suppliers;
- educational information management – student records, finance, etc.;
- utilities management – gas and electricity supply monitoring systems – data driven rather than unstructured information;
- transport management systems – involving, for example, GPS tracking of vehicles;
- etc., etc.

I see the basic functions of information management as acquiring the necessary information to meet organizational needs; storing that information securely, with appropriate access controls; preserving for the future the information that is expected to have some future value; managing the information processes; and delivering information to organizational members, collaborating partners, and, in the case of the public relations function, the outside world.

When we look at information management in this way, the critical issue that emerges out of the material I am using is that of security. This is understandable, because it is critical for many kinds of organizations: business and industry, central and local government, education, police forces, and so on. All of these agencies need to guard against unauthorised access to information, whether from inside or outside the organization, and all need to guard against accidental loss of information.

Figure 1. Causes of data loss in five countries

This becomes even more critical in the age of smart phones, iPads and laptops, when confidential information can be legitimately downloaded by a member of staff, who then loses his or her device, or has it hacked by a third party. In addition, there are legal requirements to observe, relating to data protection and privacy, as well as, freedom of information acts, all of which require an organization to know what information it has, to maintain it securely and to make it available to the responsible authorities, when required.

Security implies protection not only against inappropriate access and use, but also physical security, i.e., protection against fire, flood and other natural or man-made disasters, not only for the physical servers in the organization, but also for network protection. Numerous companies are involved in producing systems to ensure compliance with access rules, monitoring usage to identify unauthorised attacks, but when humans are involved all of the software and systems in the world cannot prevent someone from losing a laptop with a customer file on it!

In a study undertaken by the Ponemon Institute (2011) for Check Point Software, covering companies in the USA, the UK, France,
Germany and Japan, between 70% and 86% of the more than 2,000 respondents reported that their organizations had lost data in the preceding year (2010). Generally, the problems relating to security do not lie with the systems involved; the weak link is always the human being. The same study found that in the USA, the UK and France, more than 50% of employees had low awareness of the need for security and in France it was 74%. In Japan and Germany, the figure was much lower—around 30%. When we read of accounts of corporate data being downloaded into laptops and USB drives, which are subsequently left in taxis or trains or coffee shops, the role of the human becomes obvious. And it is only by training and raising awareness of the consequences of data and information loss that such losses can be reduced.

3. Information Management in the future.

This has been a rather subjective and rapid review of the state of information management today; can we have any idea of where it will go in the future?

From the material I’ve been reviewing and from a general appreciation of a wider body of information I come to the conclusion that we can identify three broad areas of information management activity in organizations – of all kinds, not simply business and industry.

First, there is information management for general organizational management: that is, integrated systems to enable top and middle management to understand what’s going on in the organization. This has been one of the ‘traditional’ areas of information systems development and I foresee greater and greater integration of information sources to enable the factors affecting the performance of the organization (whether it is measured in terms of profits, or of patient waiting times in hospitals) to be assessed.

Secondly, we have information management for functional operations management: that is, information and data management to enable the performance of functions. Various sectors of health information management demonstrate this very clearly, in terms of patient record systems, operating theatre systems and so on, but the concept is applicable elsewhere; e.g., integrated systems to enable police forces to deal with crime and criminals. Again, this has been a traditional area for information systems development and the issue now, is how to create genuine information systems, rather than data handling systems.

Finally, information management for business intelligence: covering environmental scanning, competitive intelligence and business intelligence generally. This area did not appear at all in the Google Alerts for information management, but I ran a search and Figure 2 shows what came up for one hour of news output between 19:00 and 20:00 on the 9th August. Curiously, although we see this area as related to information management, that term is not used when describing the systems.

Figure 2. A sample of alerts on business intelligence

Over all of these developments we find the emergence of two or three other terms to describe the management of information – document management systems, digital asset management and one that seems to cover both of these and information management generally along with records management, i.e., enterprise content management. The notion of content means that this term covers all media. Perhaps the most rigorous definition of enterprise content management comes from the Gartner consultancy organization, which uses the following criteria to define a vendor of ECM systems (Enterprise... 2011):

- Document management - check-in/checkout control, version control, security and library services for business documents
- Web Content Management- ability to remove the webmaster bottleneck, managing dynamic content and content authoring, general ease of use
- Records management- ability to comply with legal or regulatory purposes, long-term
archiving and automation of retention and compliance policies such as admissibility

- Document capture and document imaging for capturing and managing paper documents - entire scanning process from paper to electronic format
- Document-centred collaboration for document sharing and supporting project teams - including permissions
- Workflow for supporting business processes and routing content, assigning work tasks and states, and creating audit trails of who did what, when, and how.

One thing is missing from this set of criteria, however and it is an increasingly important criterion for many organizations. That is, the ability to handle non-documentary media: digital film, video, image, and sound files. An ECM system should be capable of handling these too.

The result of Garnter's evaluation of companies in the ECM market is shown in Figure 3: I suggest that in order to know what is likely to happen in information management, we need to know what these companies are doing and what organizational problems they are seeking to solve. a la catalogación de páginas web institucionales”, etc.

![Figure 3. Companies in the ECM market.](image)

4. Conclusions

We cannot know the future, but we can try to identify trends, to “follow the money” and see what organizations are buying and what vendors are selling. By monitoring the marketplace for information management systems in this way we can identify research topics of potential interest and perhaps identify commercial partners in the research – an aspect of continuing importance when putting together teams bidding for European project funds. From a teaching perspective, this kind of monitoring will also help us to keep our programmes up to date and relevant in the marketplace.

I have said that we cannot know the future, and that is true; but we can try to identify trends and follow them, thereby ensuring that we are at least as up to date as everyone else!

**Notas**

(1) Editor’s note: This job is an invited paper. It is adapted from the speech opening of the 1st Workshop of the Master in Information Management in Organizations, an educational innovation project designed to train students in the field of scientific communication. Nobody knows better than Professor Tom Wilson, the true ‘guru’ of this discipline to be the first speaker in this event and for being the author of the first article of this journal.
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